**No Heartbleed in Scandiatransplant**

The last few days has seen a lot of international news about the so-called "Heartbleed bug", a newly discovered error in an open source library, used on most web servers all over the world, including Scandiatransplant.

We hasten to say, that the two publically accessible Scandiatransplant systems, sc15 (old system) and sc37 (new system) has never had this bug installed. This is simply because they are both pretty old systems, and the bug was not deployed until about two years ago.

So your password is most certainly not compromised because of access to Scandiatransplant systems.

On the other hand, the occurrence of the Heartbleed bug has prompted us to consider that it is actually a problem that the sc15 system is lacking a facility allowing you to change your password at leisure. The YASWA system on sc37 has such a facility (third rightmost menu entry on the top bar of the application, the one that is showing your username), but it is not synchronized with sc15.

Therefore we have, as of today, released a password change facility on sc15: On the main menu as seen below, which allows you to change your password. Please do so, if you have the slightest suspicion that your password is compromised.